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Abstract of the contribution: This contribution proposes an introductory clause for Use Cases, including some guidelines for describing the use cases.
Discussion

In order to allow a better understanding of the use cases (to be) described in TR 23.791, we propose to describe in an introductory clause the aspects that use case description should include. 
Proposal
It is proposed to add the following clause in TR 23.791. 
**** Start of Change ****
5.1
Use Cases
5.1.0 Introduction and guidelines
The NWDAF may serve use cases belonging to one or several domains, e.g. QoS, traffic steering, dimensioning, security.

The input data of the NWDAF may come from multiple sources and belong to several domains:
-
UE radio measurement;

-
Access and mobility information;

-
Traffic information: error rate, delay, bandwidth etc.;

-
General NF information, e.g. load or failures;

-
AF information;

-
Other sources: social networks, weather forecast, RAN, management plane.

The resulting actions undertaken by the consuming NF or AF may concern several domains:

-
Mobility management, e.g. registration and mobility area, paging, periodic registration timers;
-
QoS management: QoS policy (5QI) determination (downgrading or upgrading);
-
Service management e.g. content pre-fetching;
-
Forwarding management, e.g. NF selection (SMF, UPF), load balancing;
-
Proactive congestion management, e.g. abatement policies, overload notification, repetition timers;
-
Security management, e.g. modifying user profiles in UDM, traffic blocking;
-
Life cycle management actions, e.g. proactive scaling or healing during a low traffic period;
-
Network exposure, e.g. alerting an external application server.
Use case descriptions should include the following aspects:

1.
General characteristics (domain: performance, QoS, resilience, security; time scale);
2.
Types of NF providing the NWDAF input data, how data is conveyed, and nature of provided data (logs, KPI, events);
3.
Types of NF consuming the NWDAF output data, how data is conveyed (NWDAF services), and nature of consumed analytics;
4.
Type of network phenomena and possible fine differentiation criteria analysed by the NWDAF;
5.
Possible actions undertaken by the consuming NF, resulting from these analytics;
6.
Benefits, e.g. revenue, resource saving, QoE, service assurance, reputation.
**** End of Changes ****
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